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PRINT SYSTEM, SERVER APPARATUS AND

PRINTER WHICH ARE USED IN THE PRINT

SYSTEM, AND CONTROL METHOD OF THE
PRINT SYSTEM

BACKGROUND OF THE INVENTION

1. Field of the Invention

The present invention relates to a print system correspond-
ing to a print service, a server apparatus and printer which are
used in the print system, and a control method of the print
system.

2. Description of the Related Art

Such a system that a client apparatus (user apparatus) pro-
vided in the Intranet of a company is enabled to use various
kinds of services provided on the Internet has been proposed.
In such a system, generally, a firewall is provided at a bound-
ary between the Intranet and the Internet.

The firewall has been set in such a manner that although a
connection from the Intranet side to the Internet side is per-
mitted, a connection from the Internet side to the Intranet side
is refused. Thus, an invasion from an apparatus on the Internet
side into the Intranet is protected. In consideration of such a
background, in a communication system using the Web in the
related art, the client apparatus requests a server apparatus to
obtain information and the server apparatus returns the infor-
mation (pull communication).

In the related art, a print system which is used in a company
can be used through the Internet. Since the firewall exists, an
offer of the print service to the client apparatus through the
Internet is realized by the pull communication in which an
image forming apparatus in the Intranet tries to obtain a print
job existing in a print server on the Internet. A print process
which is realized by the pull communication is called a pull
print process.

Japanese Patent Application Laid Open No. 2009-294920
discloses a remote printing system in which various kinds of
information of a plurality of apparatuses connected through a
network is collected while assuring a security from a server
side. According to such a system, the user performs an
authentication to a print server by a client computer and
uploads a print job into the print server. An intervening appa-
ratus in the Intranet periodically inquires of the print server on
the Internet, and if the print job to a printer in the Intranet
exists, the apparatus receives the print job and transfers to the
printer.

In a system for executing the pull print process of WSD
(Web Services on Devices), the following print process is
executed. That is, the client computer transmits a pull printing
request to the image forming apparatus in the Intranet. The
pull printing request includes a URL of the print job of the
print server existing on the Internet. The image forming appa-
ratus which received the pull printing request obtains the print
job to the print server and executes the print process in
response to the obtained print job.

In the system for executing the pull print process in the
related art, an authentication at the time when the image
forming apparatus obtains the print job to the print server is
made by using authentication information which has been set
every image forming apparatus. However, such an authenti-
cation is an authentication of every image forming apparatus
and the authentication of every user cannot be performed.

There is now considered a method whereby the client com-
puter transmits token information for executing the authenti-
cating (or authorizing) process of every user to the image
forming apparatus, so that the image forming apparatus
executes the authenticating process or authorizing process of
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every user when it obtains the print job to the print server.
However, according to such a method, in the case where a
kind of token information which is used in the print system is
added or changed later, software of the image forming appa-
ratus has to be changed.

It is an object of the invention to provide a print system for
executing a pull print process, wherein an authenticating pro-
cess of every user who receives a print service can be
executed, and even in the case of changing token information
which is used in the authenticating process, there is no need to
change software of the image forming apparatus.

SUMMARY OF THE INVENTION

In order to achieve the object, the present invention pro-
vides a print system including a server apparatus for provid-
ing a print service and a printer for printing a document. The
server apparatus comprises an instruction transmitting unit
that transmits an instruction to a user apparatus, the instruc-
tion instructing the user apparatus to send to the printer a print
request for pull printing including authorized information
used for an authorizing process at the time of receiving the
print service. The printer comprises a receiving unit that
receives the print request of the pull printing including the
authorized information sent from the user apparatus accord-
ing to the instruction transmitted by the instruction transmit-
ting unit, and a request transmitting unit that transmits, in
accordance with the print request for pull printing, the autho-
rized information and a document obtaining request to the
server apparatus. The authorizing process is executed on the
basis of the authorized information transmitted by the request
transmitting unit without requesting a user to input authenti-
cation information. Based on authorization in the authorizing
process, the server apparatus transmits a requested document
to the printer in response to the document obtaining request
transmitted by the request transmitting unit.

Further features of the present invention will become
apparent from the following description of exemplary
embodiments with reference to the attached drawings.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 is a diagram illustrating an example of a system
construction according to the invention.

FIG. 2 is a diagram illustrating an example of a hardware
construction of an image forming apparatus.

FIG. 3 is a diagram illustrating an example of a hardware
construction of a client computer, a print server, and an
authentication server.

FIGS. 4A and 4B are functional block diagrams of the
image forming apparatus and the client computer.

FIGS. 5A and 5B are an example of functional block dia-
grams of the print server and the authentication server.

FIG. 6 is a diagram illustrating an example of a document
list display screen.

FIG. 7 is a sequence diagram for describing a print process
in the first and third embodiments.

FIGS. 8A, 8B, 8C and 8D are diagrams illustrating an
example of requests/responses which are transmitted and
received in a print system.

FIG. 9 is a diagram illustrating an example of an HTTP
header management table.

FIG. 10 is a flowchart for describing an operating process
of the print server.

FIG. 11 is a flowchart for describing an operating process
of the image forming apparatus.
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FIG. 12 is a diagram illustrating an example of a print job
obtaining request including an authentication token after
query string of a request line of an HTTP.

FIG. 13 is a sequence diagram for describing a print pro-
cess in the second embodiment.

FIGS. 14A and 14B are an example of a pull printing
request and a failure response to the pull printing request.

FIG. 15 is a flowchart for describing an operating process
of a print server in the second embodiment.

FIG. 16 is a flowchart for describing an operating process
of an image forming apparatus in the second embodiment.

DESCRIPTION OF THE EMBODIMENTS

Exemplary embodiments ofthe invention will be described
hereinbelow with reference to the drawings.

First Embodiment

FIG. 1 is a diagram illustrating an example of a system
construction according to the invention. The print system
illustrated in FIG. 1 has an image forming apparatus 101, a
client computer 102, an authentication server 122, and a print
server 123.

The client computer 102 and the authentication server 122
are provided in an Intranet 10 and can mutually communicate
through a network 106 such as an LAN (Local Area Network)
or the like. The print server 123 and the authentication server
122 are connected to a network 121 such as an Internet or the
like. A firewall 105 is provided at a boundary between the
network 121 and the Intranet.

Although only one Intranet is illustrated in FIG. 1, a plu-
rality of Intranets having a construction similar to that of the
Intranet 10 may exist. Similarly, the number ofimage forming
apparatuses and the number of client computers are not lim-
ited to the numbers illustrated in FIG. 1.

The image forming apparatus 101 has a function of obtain-
ing a print job stored in the print server 123 from the print
server 123 and printing. The client computer 102 is a user
apparatus by which the user instructs a desired image forming
apparatus to print. The print server 123 is a server apparatus in
the embodiment and controls the whole print system.

The print server 123 executes various kinds of processes
such as process according to a print request from the client
computer 102, management of the print job, and management
of'the image forming apparatus. The print server 123 also has
a function as a document management server for managing a
document corresponding to each user. The authentication
server 122 executes an authenticating process or an authoriz-
ing process of the user who accesses the print server 123.
Therefore, the authentication server 122 manages token
information which is used in the authenticating process or
authorizing process of the user. The server apparatus of the
embodiment may be constructed by the print server 123 and
the authentication server 122. A print processing method of
the embodiment is realized by a function of each processing
apparatus provided for the system illustrated in FIG. 1. A
computer program of the embodiment is characterized in that
acomputer is allowed to execute the print processing method.

FIG. 2 is a diagram illustrating an example of a hardware
construction of the image forming apparatus. The image
forming apparatus illustrated in FIG. 2 is, for example, a
copying apparatus. A CPU 201 provided for the image form-
ing apparatus 101 integratedly controls accesses to various
kinds of devices connected to a system bus 204 on the basis of
a control program stored in a program ROM in a ROM 203 or
stored in an external storage device 211. The CPU is an
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abbreviation of Central Processing Unit. The ROM is an
abbreviation of Read Only Memory.

The CPU 201 outputs an image signal serving as output
information to a print unit (printer engine) 210 connected
through a print interface 207. The CPU 201 controls an image
signal which is input from a reading unit (scanner) 213 con-
nected through a reading interface 212.

The control program and the like which can be executed by
the CPU 201 have previously been stored in the program
ROM inthe ROM 203. Font data (including outline font data)
and the like which are used when the CPU 201 forms the
foregoing output information have previously been stored in
a font ROM in the ROM 203. Information and the like which
are used in the client computer have previously been stored in
adata ROM in the ROM 203. The CPU 201 executes a process
for communicating with the client computer or image form-
ing apparatus on the network through a LAN controller 206.

A RAM 202 is a storing unit functioning mainly as a main
memory, a work memory, or the like of the CPU 201. RAM is
anabbreviation of Random Access Memory. The RAM 202 is
constructed in such a manner that a memory capacity can be
expanded by an option RAM which is connected to an expan-
sion port (not shown). The RAM 202 is used, for example, as
an output information development area, an environment data
storage area, or the like.

An access of the external storage device 211 such as hard
disk (HDD), IC card, or the like is controlled by a disk
controller (DKC) 208. The hard disk is used as a job storage
area for storing an application program, font data, form data,
and the like, temporarily spooling the print job, and control-
ling the spooled job from an outside. In the embodiment, it is
assumed that the HDD is used as an external storage device
211 and various kinds of logs such as job log, image log, and
the like are stored in the hard disk.

The hard disk is also used as a BOX data storage area for
holding image data read out by the scanner 213 and image
data of a print job as BOX data.

The client computer 102 can refer to the BOX data held in
the BOX data storage area through the network or can instruct
the printing of the BOX data. The number of external storage
devices 211 is not limited to 1. The external storage device
211 may be constructed in such a manner that a plurality of
option font cards and a plurality of external memories in each
of'which a program for interpreting a printer control language
of a different language system has been stored can be con-
nected in addition to the built-in fonts.

An operation panel 205 inputs various kinds of information
according to the operations of software keys by the user. A
non-volatile memory 209 stores various kinds of setting
information which are set from the operation panel 205.

Although not shown, various kinds of expanding appara-
tuses such as finisher for performing a staple and sorting
functions, duplex printing apparatus for realizing a duplex
printing function, and the like can be further attached as
options to the image forming apparatus 101. The operations
of those various kinds of expanding apparatuses are con-
trolled by the CPU 201.

FIG. 3 is a diagram illustrating an example of a hardware
construction of the client computer, print server, and authen-
tication server. A CPU 301 controls various kinds of devices
connected to a system bus 304. A BIOS and a boot program
have been stored ina ROM 302. A RAM 303 is used as a main
storage device of the CPU 301.

A keyboard controller (KBC) 305 executes a process
according to an information input from a pointing device
(PD) 309 such as a mouse (registered trade mark) or the like
or a keyboard (KB) 310. A display control unit (CRTC) 306
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has a video memory therein. The CRTC 306 draws image data
in the video memory in accordance with an instruction from
the CPU 301. The CRTC 306 outputs the image data drawn in
the video memory to a CRT display apparatus 311 as a video
signal in accordance with an instruction from the CPU 301.

Although the CRT is illustrated in FIG. 3 as an example of
the display apparatus, a kind of display apparatus is not lim-
ited. For example, the display apparatus may be a liquid
crystal display apparatus or the like. A disk controller (DKC)
307 accesses a hard disk (HDD) 312 or a floppy (registered
trade mark) disk (FD) 311. A network interface card (NIC)
308 is connected to the network and makes information com-
munication through the network.

An OS, various kinds of application programs which oper-
ate on the OS, and the like are stored in the HDD 312. When
a power source of the apparatus is turned on, in accordance
with the boot program stored in the ROM 302, the CPU 301
reads out the OS from the HDD 312, stores into the RAM 303,
and allows the apparatus to function as an information pro-
cessing apparatus.

FIGS. 4A and 4B are an example of functional block dia-
grams of the image forming apparatus and the client com-
puter. FIG. 4A illustrates the functional block diagram of the
image forming apparatus. The image forming apparatus 101
has a print request receiving unit 401, a print job obtaining
unit 402, a print processing unit 403, an event notifying unit
404, an HTTP header converting unit 405, and an HTTP
header management table 406.

The print request receiving unit 401 receives (obtains) a
print job forming request and a pull printing request from the
client computer 102. The print request receiving unit 401
transmits the print job forming request to the print job obtain-
ing unit. The print request receiving unit 401 transmits
address information (URL) of a print job included in the pull
printing request to the print job obtaining unit 402. The URL
includes an address and a path of the print server 123 in which
the print job has been stored.

The print request receiving unit 401 interprets a format of
the pull printing request, obtains HT'TP expansion informa-
tion included in the pull printing request, and stores into the
HTTP header management table 406 serving as a storing unit.
The print request receiving unit 401 transmits the HTTP
expansion information to the HTTP header converting unit
405.

The HTTP header converting unit 405 mechanically con-
verts the HTTP expansion information, forms an HTTP
header which is used in an obtaining request of the print job,
and transmits to the print job obtaining unit 402. Specifically
speaking, the HTTP header converting unit 405 functions as
an obtaining unit for obtaining token information which is
described in the HTTP expansion information and is used for
authentication or authorization of the user of the client com-
puter 102 and the information showing the print data corre-
sponding to the print request. The HTTP header converting
unit 405 describes the obtained token information and the
information showing the print data into the HTTP header and
transmits the HTTP header to the print job obtaining unit 402.

That is, the HTTP header converting unit 405 and the print
job obtaining unit 402 are a print data obtaining requesting
unit for allowing the token information included in the
obtained print request of the pull printing to be included in the
print data obtaining request and performing the print data
obtaining request to the print server 123. A more detailed
operating process of the HTTP header converting unit 405
will be described hereinafter with reference to FIG. 7.

The HTTP expansion information is stored in the HTTP
header management table 406. The print job obtaining unit
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402 forms a print job obtaining request having the HTTP
header received from the HTTP header converting unit 405.

When the print request is received from the print request
receiving unit 401, the print job obtaining unit 402 forms a
print job including JobID for identifying the print job. The
print job obtaining unit 402 transmits the print job obtaining
request to the URL received from the print request receiving
unit 401. That is, the image forming apparatus 101 interprets
a format of the pull printing request, obtains the token infor-
mation, and performs a request (print data obtaining request)
for obtaining the print data in which the token information is
included in the HTTP header to the print server 123 through
the network.

The print job obtaining unit 402 receives the print job as a
response to the print job obtaining request and transmits to the
print processing unit 403. When the authentication or autho-
rization is made based on the token information, the print job
is transmitted from the print server 123. The print processing
unit 403 analyzes the print job, develops into a bit map, and
prints onto a sheet. That is, the print processing unit 403
functions as a print unit for performing a print output on the
basis of the print data included in the print job. The event
notifying unit 404 notifies the print server 123 of a state of the
print job such as a job end or the like.

FIG. 4B illustrates the functional block diagram of the
client computer. The client computer 102 has a Web browser
unit 501. In accordance with the operation of the user of the
client computer 102, the Web browser unit 501 accesses the
print server 123 and performs a login request and a print
request to the print server 123.

The Web browser unit 501 also functions as a pull printing
requesting unit. That is, the Web browser unit 501 executes a
Java (registered trade mark) Script (control command to the
client computer described by a Script language) included in
the response received from the print server 123. As an opera-
tion peculiar to the embodiment, the Web browser unit 501
executes JavaScript of the response to the print request which
is returned from the print server 123, thereby forming the pull
printing request and transmitting the formed pull printing
request to the image forming apparatus 101. That s, the client
computer 102 forms the pull printing request in response to an
instruction of the print server 123. In other words, the print
server 123 returns the response to the print request to the
client computer 102, thereby instructing the client computer
102 which made the print request so as to add the token
information to the print request of the pull printing.

The pull printing request is the print request of the pull
printing. The Web browser unit 501 executes an expansion
including the token information to the format of the pull
printing request and forms the pull printing request. Specifi-
cally speaking, the Web browser unit 501 forms the pull
printing request including the HTTP expansion information
in which the token information that was made to correspond
to the user has been described. The token information is
information which was made to correspond to the user of the
client computer 102 and is used for the authentication or
authorization of the user at the time when the client computer
102 receives a print service from the print server 123. The
Web browser unit 501 transmits the formed token information
to the image forming apparatus 101.

In the embodiment, a case where the response returned
from the print server 123 includes JavaScript will be
described as an example. However, in the invention, a Script
language other than JavaScript can be also applied.

FIGS. 5A and 5B are an example of functional block dia-
grams of the print server and the authentication server. FIG.
5A illustrates the functional block diagram of the print server.
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The print server 123 has a Web server unit 601, a document
managing unit 602, a print control unit 603, a request
responding unit 604, a print job obtaining request processing
unit 605, an event receiving unit 606, and an authentication
control unit 607.

The Web server unit 601 provides a Ul to the client com-
puter 102 and receives a request formed/transmitted in accor-
dance with the user operation on the UI from the client com-
puter 102. For example, the Web server unit 601 receives a
login request from the client computer 102. The Web server
unit 601 also functions as a print request receiving unit for
receiving the print request of the print data from the client
computer 102. The print request includes information for
designating the image forming apparatus by which the user
wants to execute the print process.

For example, the Web server unit 601 receives a print job
obtaining request from the image forming apparatus 101 and
transmits to the print job obtaining request processing unit
605. The print job obtaining request is a request for allowing
the image forming apparatus 101 to request the transmission
of the print job including the print data to be subjected to the
print process. Specifically speaking, the image forming appa-
ratus 101 receives the pull printing request to which the token
information has been added from the client computer 102,
obtains the token information from the print request of the
pull printing, and transmits the print data obtaining request
including the token information to the print server. The Web
server unit 601 of the print server 123 functions as a data
obtaining request receiving unit for receiving the print data
obtaining request.

The Web server unit 601 executes a process according to
the request received from the client computer 102 or the
image forming apparatus 101. For example, a case where the
Web server unit 601 received a login request is presumed. The
Web server unit 601 receives a result of the authenticating
process of the user who performed the login request from the
authentication control unit 607, which will be described here-
inafter. If the result of the authenticating process indicates
that the authentication of the user is successful, the Web
server unit 601 returns document information of the user
which is managed by the document managing unit 602 to the
client computer 102.

When the Web server unit 601 receives the print request
from the client computer 102, the Web server unit 601 trans-
mits the print request to the print control unit 603 and the
request responding unit 604. The print control unit 603 forms
a print job corresponding to the image forming apparatus
which is designated by the print request received from the
Web server unit 601 and temporarily stores into the storing
unit.

The authentication control unit 607 transmits a user name,
apassword, and an authentication token to the authentication
server 122. Specifically speaking, when the Web server unit
601 receives the login request from the client computer 102,
the authentication control unit 607 executes the following
process. The authentication control unit 607 transmits a user
ID and a password of the user of the client computer 102
included in the login request to the authentication server 122
and performs an authenticating request of the user. The
authentication control unit 607 receives a result of the authen-
ticating process of the user which was executed by the authen-
tication server 122 in response to the authenticating request of
the user from the authentication server 122 and transmits to
the Web server unit 601.

If the authentication server 122 succeeded in the authenti-
cation of the user, the authentication control unit 607 func-
tions as a token obtaining unit for obtaining the token infor-
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mation. Specifically speaking, together with the result of the
authenticating process of the user, the authentication control
unit 607 receives the authentication token which was issued
from the authentication server 122 and was made to corre-
spond to the user.

When the Web server unit 601 receives the print job obtain-
ing request from the image forming apparatus 101, the
authentication control unit 607 obtains the authentication
token from the HTTP header of the print job obtaining
request, transmits the obtained authentication token to the
authentication server 122, and performs the authenticating
request of the user. It is also possible to construct in such a
manner that the authentication control unit 607 obtains an
authorization token from the HTTP header of the print job
obtaining request, transmits the obtained authorization token
to the authentication server 122, and performs an authorizing
request of the user. A difference between the authentication
token and the authorization token will now be described. The
authorization token is information which can receive all ser-
vices without executing the authenticating process for input-
ting the authentication information such as user 1D, pass-
word, and the like. Although the authorization token is
substantially the same as the authentication token with
respect to a point that there is no need to execute the authen-
ticating process for inputting the authentication information
such as user ID, password, and the like, the authorization
token is such information that services which can be received
can be restricted by handling of the server which issues the
authorization token. In the embodiment, those two kinds of
information in which there is no need to execute the authen-
ticating process for inputting the user ID, password, and the
like are generally called token information or authorized
information. That is, the token information is information
which is issued by the print server 123. When the print service
is received from the print server 123, the user is authenticated
or authorized without inputting the user authentication infor-
mation. The token information is not limited to those two
kinds of information.

The authentication control unit 607 receives a result of the
authenticating/authorizing process of the user which was
executed by the authentication server 122 on the basis of the
authentication/authorization token from the authentication
server 122 and transmits to the print job obtaining request
processing unit 605. That is, the authentication control unit
607 and the authentication server 122 are an authentication/
authorization processing unit for obtaining the token infor-
mation included in the HTTP header from the print data
obtaining request and executing the authenticating process or
the authorizing process of the user which was made to corre-
spond to the token information on the basis of the token
information.

The request responding unit 604 receives the print request
from the Web server unit 601. The request responding unit
604 functions as a print request responding unit for returning
a response to the print request to the client computer 102
through the network 121. The response to the print request
includes JavaScript for allowing the client computer 102 to
form/transmit the print job forming request and the pull print-
ing request. In the response to the print request, the authenti-
cation token corresponding to the user of the client computer
102 of a transmitting source of the print request is included in
the HTTP expansion information. JavaScript is a script for
allowing the client computer 102 to execute such an expan-
sion that the authentication token and the information show-
ing the print data corresponding to the print request are
included in the format of the print request of the pull printing.
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By executing JavaScript included in the response to the
print request, the client computer 102 forms the pull printing
request including the authentication token included in the
HTTP expansion information and transmits to the image
forming apparatus 101 through the network 106.

The print job obtaining request processing unit 605
receives the print job obtaining request from the Web server
unit 601. The print job obtaining request processing unit 605
functions as a print data transmitting unit for executing the
following control process. When the result of the authenticat-
ing/authorizing process of the user which was received from
the authentication control unit 607 indicates a failure of the
authentication/authorization, the print job obtaining request
processing unit 605 does not transmit the print job to the
image forming apparatus 101. When the result of the authen-
ticating/authorizing process of the user which was received
from the authentication control unit 607 indicates a success of
the authentication/authorization, the print job obtaining
request processing unit 605 transmits the print job to the
image forming apparatus 101. Specifically speaking, the print
job obtaining request processing unit 605 obtains the print job
which is designated by the print job obtaining request from
the storing unit and transmits to the image forming apparatus
101. That is, the print job obtaining request processing unit
605 functions as a print data transmitting unit for transmitting
the print data corresponding to the print data obtaining
request to the image forming apparatus 101 when the user is
authenticated or authorized. The event receiving unit 606
receives a notification of a state of the print job from the image
forming apparatus 101.

FIG. 5B illustrates a functional block diagram of the
authentication server. The authentication server 122 has an
authentication service 701. The authentication service 701 is
realized by a function of an application installed in the
authentication server 122. The authentication service 701
holds the authentication information such as user 1D, pass-
word, authentication token, and the like for accessing the
print server 123. When the login request is received from the
client computer 102, the print server 123 performs the authen-
ticating request to the authentication service 701.

The authentication service 701 collates the user ID and
password included in the login request from the client com-
puter 102 with the user ID and password held in the authen-
tication service 701. On the basis of a result of the collation,
the authentication service 701 executes the authenticating (or
authorizing) process of the user. When the authentication is
successful, the authentication service 701 issues the authen-
tication token which was made to correspond to (the user ID
and password of) the authenticated user. The authentication
service 701 transmits the issued authentication token to the
print server 123, client computer 102, and image forming
apparatus 101 in accordance with necessity.

When the print job obtaining request is received from the
image forming apparatus 101, the print server 123 performs
the authenticating request to the authentication service 701.
In accordance with the authenticating request, the authenti-
cation service 701 executes the authenticating (or authoriz-
ing) process of the user by collating the authentication token
included in the HTTP header of the print job obtaining request
with the authentication token held in the authentication ser-
vice 701. The authentication service 701 transmits a result of
the authenticating process of the user to the print server 123.

Subsequently, a flow of the print process in the print system
of the embodiment will be described. The client computer
102 receives an input of the user and transmits the login
request including the user name and password to the print
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server 123. The print server 123 performs the authenticating
request including the received user name and password to the
authentication server 122.

The authentication server 122 collates the user name and
password received from the print server 123 with the held user
name and password. When the authentication of the user is
successful, the Web server unit 601 of the print server 123
transmits a Web page necessary to display a document list
corresponding to the relevant user managed by the document
managing unit 602 to the client computer 102. The Web
browser unit 501 of the client computer 102 which received
the Web page displays a document list display screen illus-
trated in FIG. 6.

FIG. 6 is adiagram illustrating an example of the document
list display screen. A list of documents which can be accessed
by the user who has logged-in is displayed on the document
list display screen together with various kinds of information
such as document name 801, date 802, the number of pages
803, and size 804. When the user checks a check box 805 of
a desired document on the document list display screen and
depresses a print button 806, the Web browser unit 501 of the
client computer 102 transmits a request (print request) for
requesting the printing of the document to the print server
123. The print request includes information for designating
the image forming apparatus 101 which has previously been
input by the user and executes the print process.

FIG. 7 is a sequence diagram for describing the print pro-
cess in the first embodiment. A program for the image form-
ing apparatus 101 regarding the print process has been stored
in the external storage device 211 (FIG. 2). The program is
read out therefrom, is stored into the RAM 202, and is
executed by the CPU 201. A program for each of the client
computer 102, print server 123, and authentication server 122
regarding the print process has been stored in the HDD 312
(FIG. 3) of each apparatus. Each program is read out of the
HDD, is stored into the RAM 303, and is executed by the CPU
301. Although the requests/responses illustrated in FIGS. 8A
to 8D are properly referred to in the description of the print
process, a detailed description of FIGS. 8A to 8D will be
made hereinafter.

The Web browser unit 501 of the client computer 102
transmits a print request of the document to the print server
123 (step S901). The print control unit 603 of the print server
123 forms the print job corresponding to the image forming
apparatus 101 which is designated by the print request and
temporarily stores into the storing unit.

Subsequently, the request responding unit 604 of the print
server 123 transmits a response to the print request to the
client computer 102 (step S902). The response to the print
request includes JavaScript for allowing the client computer
102 to form/transmit a print job forming request and a pull
printing request. The response to the print request includes
the authentication token corresponding to the user of the
client computer 102. The response to the print request also
includes a URL of the print job formed in step S901.

The Web browser unit 501 of the client computer 102
executes received JavaScript. Thus, for example, a print job
forming request illustrated in FIG. 8A and a pull printing
request illustrated in FIG. 8C are formed. The Web browser
unit 501 transmits the print job forming request to the image
forming apparatus 101 (step S903).

Subsequently, the print request receiving unit 401 of the
image forming apparatus 101 receives the print job forming
request. The print job obtaining unit 402 receives JobID cor-
responding to the print job formed by the print server 123 in
step S901. The print job obtaining unit 402 transmits, for
example, a response to the print job forming request illus-
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trated in FIG. 8B to the client computer 102 (step S904). The
response to the print job forming request includes the formed
JobID. The client computer 102 which received the response
to the print job forming request makes the print job formed in
step S901, that is, the print job corresponding to the URL
included in the response to the print request in step S902
correspond to JobID included in the response to the print job
forming request.

Subsequently, the client computer 102 redirects the
received response to the print job forming request and trans-
mits to the print server 123 (step S905).

The Web browser unit 501 of the client computer 102
transmits the pull printing request illustrated in FIG. 8C men-
tioned above to the image forming apparatus 101 (step S906).
The pull printing request is a request for requesting the image
forming apparatus 101 to perform a print job obtaining
request to the print server 123. By the transmission of the pull
printing request, the print server 123 can notify the image
forming apparatus 101 of the URL of the print job through the
client computer 102.

The pull printing request includes the HTTP expansion
information. As will be described hereinafter, the HTTP
expansion information includes the authentication token cor-
responding to the user of the client computer 102. Thus, the
authentication token is transmitted from the print server 123
to the image forming apparatus 101 through the client com-
puter 102.

A predetermined processing unit (for example, the print
request receiving unit 401) of the image forming apparatus
101 transmits the response to the pull printing request to the
client computer 102 (step S907). The Web browser unit 501 of
the client computer 102 redirects the received pull printing
request and transmits to the print server 123 (step S908).

Subsequently, the print job obtaining unit 402 (FIG. 4A) of
the image forming apparatus 101 extracts the URL of the print
job included in the pull printing request (S906). The HTTP
header converting unit 405 analyzes the HT'TP expansion
information of the pull printing request and forms an HTTP
header of the print job obtaining request. When the HTTP
header is formed, the HTTP header converting unit 405 stores
the authentication token included in the HTTP expansion
information into the HTTP header. The print job obtaining
unit 402 transmits the print job obtaining request having the
request line including the extracted URL of the print job and
the formed HTTP header to the print server 123 (step S909).
Thus, even ifthe print job obtaining request illustrated in FIG.
8D is transmitted to the print server 123.

Subsequently, the authentication control unit 607 of the
print server 123 extracts the authentication token from the
HTTP header of the print job obtaining request received from
the image forming apparatus 101. The authentication control
unit 607 transmits the authentication token to the authentica-
tion server 122 and performs the authenticating request (step
S910). Subsequently, the authentication server 122 collates
the authentication token received from the authentication
control unit 607 with the held authentication token, thereby
executing the authenticating process of the user. [f the authen-
tication of the user is successful, the authentication server 122
transmits information (authentication permission informa-
tion) showing the success in the authentication to the print
server 123 (step S911).

Subsequently, the print job obtaining request processing
unit 605 of the print server 123 transmits the print job to the
image forming apparatus 101 (step S912). Specifically speak-
ing, the print job obtaining request processing unit 605
obtains the print data indicated by a document identifier of the
print data included in the print job obtaining request, forms a
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print job including the print data, and transmits to the image
forming apparatus 101. Thus, the image forming apparatus
101 obtains the print data including the print job. The print job
which is transmitted is a print job which was identified by the
print server 123 on the basis of JobID included in the response
to the print job forming request (S905).

Subsequently, the print job obtaining unit 402 of the image
forming apparatus 101 processes the print job received from
the print server 123 and executes the printing (step S913).
When the printing is finished, the event notifying unit 404 of
the image forming apparatus 101 transmits a job end notifi-
cation to the print server 123 (step S914). The job end noti-
fication is transmitted in order to allow the image forming
apparatus 101 to notify the print server 123 that the print
process was finished.

FIGS. 8A to 8D are diagrams illustrating an example of
requests/responses which are transmitted and received in the
print system. FIG. 8A illustrates the example of the print job
forming request which is transmitted to the image forming
apparatus 101 by the client computer 102. A <CreatePrintJo-
bRequest> tag 1001 indicates that the request is the print job
forming request. The user name of the user who operates the
client computer 102 has been stored in a <JobOriginatin-
gUserName> tag. The image forming apparatus 101 which
received the print job forming request in S903 in FIG. 7
mentioned above makes the user corresponding to the user
name included in the print job forming request correspond to
JobID.

FIG. 8B is the example of a response to the print job
forming request which is transmitted to the client computer
102 by the image forming apparatus 101. A <CreatePrintJo-
bResponse>tag 1011 indicates that this request is a response
to the print job forming request. A <Jobld>tag 1012 indicates
joblID.

FIG. 8C illustrates the example of the pull printing request
which is transmitted to the image forming apparatus 101 by
the client computer 102. A <httpExtension>tag 1022 in FIG.
8C and tags which are under the domination of it correspond
to items obtained by expanding the format of the WSD print.
That is, since the print server 123 expanded the format, it is
required that the image forming apparatus 101 is an apparatus
which can interpret the expansion information.

A <AddDocumentRequest> tag 1021 indicates that the
request is a pull printing request. The <httpExtension> tag
1022 is an HTTP expansion information tag and the HTTP
expansion information is stored. A <Header> tag showing the
expansion information regarding the HTTP header exists
under the domination of the <httpExtension> tag 1022.

<Name> tags 1023 and 1025 which are under the domina-
tion of the <Header> tag indicate information before the
conversion of a field name of the HTTP header. <Value> tags
1024 and 1026 indicate information before the conversion of
a field value of the HTTP header.

The <Name> tag 1023 indicates that information stored in
the <Value> tag 1024 is authentication information. Specifi-
cally speaking, the authentication token has been stored in the
<Value> tag 1024. An authorization token may be stored in
the <Value> tag 1024. The <Name> tag 1025 indicates that
information stored in the <Value> tag 1026 is identification
information of the document. Specifically speaking, as infor-
mation showing the print data corresponding to the print
request which was performed to the print server 123 by the
client computer 102, a document identifier of the print data is
stored in the <Value> tag 1026. A <DocumentUrl> tag 1027
indicates a URL for allowing the print server 123 to access a
service providing unit for providing the print job which has
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temporarily been stored. The image forming apparatus 101
transmits the print job obtaining request to the URL.

FIG. 8D illustrates the example of the print job obtaining
request which is transmitted to the print server 123 by the
image forming apparatus 101. The image forming apparatus
101 designates GET as a method of the print job obtaining
request and designates the URL stored in the <DocumentUrl>
tag 1027 in FIG. 8C as a path (refer to reference numeral
1031). Thatis,a GET operation of an HT TP protocol has been
set in the print job obtaining request.

The image forming apparatus 101 describes the authenti-
cation token designated in the tags 1023 and 1024 of the pull
printing request illustrated in FIG. 8C into an HTTP header
1032. The image forming apparatus 101 describes the authen-
tication token designated in the tags 1025 and 1026 of the pull
printing request illustrated in FIG. 8C into an HTTP header
1033.

As a format of the print job obtaining request, besides the
format illustrated in FIG. 8D, a format in which the authen-
tication token is stored into the request line is considered.
FIG. 12 is a diagram illustrating an example of the format of
the print job obtaining request in which the authentication
token has been stored in the request line. The print job obtain-
ing request includes a request line 20, a header 21, and a body
22. In the request line 20, GET is designated as a method and
“PrintServer.ddd.co.jp” is designated as a path. In this
example, the authentication token is designated after query
string “?”.

However, according to the format in which the authentica-
tion token is stored in the request line as illustrated in FIG. 12,
the information showing the authentication token is transmit-
ted up to an application level. Therefore, according to this
format, the authentication at a level of a lower layer, that is, at
a level of the Web server (print server) cannot be performed.
By describing the authentication token into the HT'TP header
as shown in the embodiment, the user authentication at the
level of the lower layer can be made.

FIG. 9 is a diagram illustrating an example of the HTTP
header management table. The HTTP header management
table 406 is formed every user. That is, the image forming
apparatus 101 specifies the user corresponding to JobID
included in the pull printing request received in S906 in FIG.
7 and forms the HTTP header management table correspond-
ing to the user. The HTTP header management table 406 has
data items such as Name and Value. Information designated in
the <Name>tag of the pull printing request illustrated in FIG.
8C is set into Name. When the print job obtaining request is
transmitted, the image forming apparatus 101 uses a value of
Name as a field name of the HTTP header. Information des-
ignated in the <Value> tag of the pull printing request illus-
trated in FIG. 8C is set into Value. When the print job obtain-
ing request is transmitted, the image forming apparatus 101
uses a value of Value as a field value of the HT'TP header.

FIG. 10 is a flowchart for describing an operating process
of'the print server. A program of the print server 123 regarding
the operating process, which will be described with reference
to FIG. 10, has been stored in the HDD 312 of the print server
123. The program is read out of the HDD, is stored into the
RAM 303, and is executed by the CPU 301.

The print server 123 receives the print request from the
client computer 102 (step S1201). Subsequently, the print
server 123 obtains the authentication token from the authen-
tication server 122 (step S1202). The print server 123 forms
an HTTP expansion information tag including the authenti-
cation token and the document identifier (step S1203).

Subsequently, the print server 123 transmits a response to
the print request including the HTTP expansion information
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tag to the client computer 102 (step S1204). The client com-
puter 102 which received the response to the print request
forms the pull printing request in which the authentication
token and the document identifier in the HTTP expansion tag
included in the response to the print request are included in
the <httpExtension> tag 1022. Subsequently, the print server
123 receives the response to the print job forming request
from the client computer 102 (step S1205). The print server
123 receives the response to the pull printing request from the
client computer 102 (step S1206).

FIG. 11 is a flowchart for describing the operating process
of the image forming apparatus. A program of the image
forming apparatus 101 regarding the operating process,
which will be described with reference to FIG. 10, has been
stored in the HDD 211 of the image forming apparatus 101.
The program is read out of the HDD, is stored into the RAM
202, and is executed by the CPU 201.

The image forming apparatus 101 receives a message from
the client computer 102 and discriminates the message (step
S1301). When the message is the print job forming request,
the image forming apparatus 101 transmits a response to the
print job forming request to the client computer 102 (step
S1302). When the message is the pull printing request, the
image forming apparatus 101 analyzes the pull printing
request and discriminates whether or not the pull printing
request includes the HTTP expansion information tag (step
S1303).

Ifitis determined by the image forming apparatus 101 that
the pull printing request includes the HTTP expansion infor-
mation tag, the image forming apparatus 101 stores Name and
Value serving as sources of the field name and the field value
of'the HTTP header into the HTTP header management table
406 (step S1304). Thus, the authentication token and the
document identifier of the print data corresponding to the
print request are stored into the HT'TP header management
table 406. The image forming apparatus 101 transmits a
response to the pull printing request to the client computer
102 (step S1305).

Subsequently, on the basis of Name and Value stored in the
HTTP header management table 406 in step S1304, the image
forming apparatus 101 forms an HTTP header of the print job
obtaining request (step S1306). The image forming apparatus
101 transmits the print job obtaining request including the
formed HTTP header to the print server 123 and obtains the
print job (step S1307).

Subsequently, the image forming apparatus 101 executes
the print process (step S1308). The image forming apparatus
101 transmits the job end notification to the print server 123
(step S1309).

In step S1303 mentioned above, if the image forming appa-
ratus 101 determined that the pull printing request does not
include the HTTP expansion information tag, the image
forming apparatus 101 transmits the failure response to the
pull printing request to the client computer 102 (step S1310)

According to the print system of the embodiment, in the
execution of the pull printing, the authentication can be made
every user. Specifically speaking, when the user of the client
computer 102 inputs the user ID and password at the time of
login, the authentication token corresponding to the user is
issued. When the print request is performed to the print server
123 from the client computer 102, the authentication token is
transmitted to the image forming apparatus 101 through the
print server 123 and the client computer 102.

The image forming apparatus 101 which received the
authentication token allows the authentication token to be
included in the print request (print job obtaining request) of
the pull printing and transmits to the print server 123. The
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print server 123 transmits the authentication token included in
the print job obtaining request to the authentication server 122
and performs the authenticating request. That is, if the user
inputs the user 1D and password at the time of login, when
receiving the offer of the print service from the print server
123, the user can receive the authentication without inputting
the user ID and password again. Therefore, according to the
print system of the embodiment, even in the case where an
authenticating method which is used in the pull printing was
changed, it is sufficient to change the software of the print
server 123. There is no need to change the software of the
image forming apparatus 101.

In the embodiment, the print server 123 allows the docu-
ment identifier to be included into the HTTP expansion infor-
mation tag 1022 and transmits the pull printing request. When
the pull printing request is received, the image forming appa-
ratus 101 transmits the print job obtaining request in which
the document identifier is included in the HTTP header. Since
the print job which is obtained by the print job obtaining
request can be individually designated by the document iden-
tifier, the URL of the print job obtaining request can be always
made identical.

Second Embodiment

FIG. 13 is a sequence diagram for describing a print pro-
cess in the second embodiment. In this embodiment, the
image forming apparatus 101 holds the authentication token
for a predetermined time. Only when the image forming
apparatus 101 does not hold the authentication token, the
print server 123 transmits the pull printing request including
the authentication token. According to the second embodi-
ment, since it is not always necessary that the print server 123
transmits the authentication token every time, the number of
times of flowing of the authentication token onto the network
can be reduced. Thus, the number of times of wiretapping of
the authentication token can be reduced. A description of the
second embodiment regarding the same portions as those in
the first embodiment is omitted and only different portions
will be described hereinbelow.

FIG. 13 is the sequence diagram for describing the print
process in the second embodiment. In the print process in this
embodiment, processes up to step S905 are similar to the print
process in the first embodiment described with reference to
FIG. 7, their description is omitted here. In step S1401, the
Web browser unit 501 of the client computer 102 transmits the
pull printing request to the image forming apparatus 101.

FIG. 14A is an example of the pull printing request which
is transmitted in S1401. A <AddDocumentRequest>tag 1501
indicates that this request is the pull printing request. A
<httpExtension>tag 1502 is an HTTP expansion information
tag and the HTTP expansion information is stored therein.
Although the HTTP expansion information is included in the
pull printing request illustrated in FIG. 14A, the authentica-
tion token is not included. Although the image forming appa-
ratus 101 analyzes the HTTP expansion information of the
pull printing request, the authentication token is not included
in the pull printing request.

The image forming apparatus 101 which confirmed that the
authentication/authorization token is not included in the pull
printing request specifies the user corresponding to JobID
included in the pull printing request and refers to the HTTP
header management table 406 corresponding to the user. The
image forming apparatus 101 confirms whether or not the
authentication token corresponding to the user has been
stored in the HTTP header management table 406. If the
authentication token is not stored, the image forming appa-
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ratus 101 transmits the failure response to the pull printing
request to the client computer 102 in step S1402 in FIG. 13.

FIG. 14B is an example of the failure response to the pull
printing request which is transmitted in step S1402 in FIG. 13.
A <Fault> tag 1511 indicates that this response is the failure
response to the pull printing request. In this example, the
failure response to the pull printing request has a format of
SoapFault. The failure response to the pull printing request
can be set into an arbitrary format in which the client com-
puter 102 can confirm that it failed in the pull printing request
because there is no authentication token in the pull printing
request.

A <Subcode> tag 1512 indicates a failure subcode. A
<Reason> tag 1513 indicates a reason of the failure. It is
sufficient that the failure response to the pull printing request
includes either the tag 1512 or the tag 1513. A character string
described in the tag 1512 or the tag 1513 can be set to an
arbitrary character string by which such a fact that the pull
printing request has failed because there is no authentication
token in the pull printing request can be recognized. The
foregoing failure response to the pull printing request func-
tions as a request for requesting the client computer 102 to
transmit the authentication token.

Returning to FIG. 13, the client computer 102 receives the
failure response to the pull printing request and transmits an
authentication token obtaining request to the print server 123
(step S1403). The authentication token obtaining request is a
request for requesting the obtainment of the authentication
token. In response to the authentication token obtaining
request received from the client computer 102, the request
responding unit 604 of the print server 123 transmits the
authentication token corresponding to the user of the client
computer 102 to the client computer 102 (step S1404).

Subsequently, the client computer 102 receives the authen-
tication token transmitted from the print server 123 in step
S1404. The client computer 102 forms the pull printing
request in which the received authentication token is held in
the HTTP expansion information and transmits the formed
pull printing request to the image forming apparatus 101
again (step S1405).

Since processes in step S907 and subsequent steps are
similar to the processes described with reference to FIG. 7,
their description is omitted here. In the second embodiment,
the authentication token is not included in the pull printing
request of the first time. However, since the image forming
apparatus 101 does not hold the authentication token at the
time of transmission of the pull printing request of the first
time, the authentication token may be certainly included in
the pull printing request of the first time.

FIG. 15 is a flowchart for describing an operating process
of' the print server in the second embodiment. A program for
the print server 123 regarding the operating process has been
stored in the HDD 312 of'the print server 123. The program is
read out of the HDD, is stored into the RAM 303, and is
executed by the CPU 301.

The print server 123 receives the print request from the
client computer 102 (step S1601). Subsequently, the print
server 123 forms the HTTP expansion information tag which
does not include the authentication token (step S1602).

Subsequently, the print server 123 transmits a response to
the print request including the HTTP expansion information
tag to the client computer 102 (step S1603). Subsequently, the
print server 123 receives a response to the print job forming
request from the client computer 102. The apparatus waits
until the print server 123 receives the response to the pull
printing request.
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The print server 123 discriminates whether or not the pull
printing request is successful (step S1605). If the print server
123 receives the response to the pull printing request, the print
server 123 determines that the pull printing request was suc-
cessful. Ifthe print server 123 does not receive the response to
the pull printing request, the print server 123 determines that
the pull printing request failed.

If the print server 123 determines that the pull printing
request was successtul, the processing routine is finished. If
the print server 123 determines that the pull printing request
failed, the processing routine advances to step S1606.

In step S1606, the print server 123 receives the authentica-
tion token obtaining request from the client computer 102
(step S1606). Subsequently, the print server 123 obtains the
authentication token from the authentication server 122 and
transmits the obtained authentication token to the client com-
puter 102 (step S1607). The print server 123 receives the
response to the pull printing request from the client computer
102 (step S1608).

FIG. 16 is a flowchart for describing an operating process
of'the image forming apparatus in the second embodiment. A
program for the image forming apparatus 101 regarding the
operating process has been stored in the HDD 211 of the
image forming apparatus 101. The program is read out of the
HDD, is stored into the RAM 202, and is executed by the CPU
201.

Processes in steps S1701 to S1703 in FIG. 16 are similar to
those in steps S1301 to S1303 in FIG. 11. Processes in steps
S1706 to S1710 in FIG. 16 are similar to those in steps S1305
to S1309 in FIG. 11.

If'the print request receiving unit 401 of the image forming
apparatus 101 determines that the HTTP expansion informa-
tion tag is included in the pull printing request (YES in
S1703), step S1704 follows. The print request receiving unit
401 discriminates whether or not the authentication token is
included in the HTTP expansion information tag (step
S1704). Ifthe print request receiving unit 401 determines that
the authentication token is included in the HTTP expansion
information tag, step S1705 follows. The print request receiv-
ing unit 401 stores Name and Value serving as sources of the
field name and the field value of the HTTP header into the
HTTP header management table 406 for a predetermined
period of time (step S1705). Thus, the authentication token
and the document identifier of the print data corresponding to
the print request are stored into the HTTP header manage-
ment table 406.

If the print request receiving unit 401 determines that the
authentication token is not included in the HTTP expansion
information tag (NO in S1704), step S1711 follows. In step
S1711, by referring to the HTTP header management table
406, the HTTP header converting unit 405 discriminates
whether or not the authentication token has been stored in the
HTTP header management table 406. If the HT'TP header
converting unit 405 determines that the authentication token
has been stored, step S1706 follows. If the HTTP header
converting unit 405 determines that the authentication token
is not stored, step S1712 follows. The print request receiving
unit 401 transmits the failure response to the pull printing
request to the client computer 102 (step S1712).

In the second embodiment, the image forming apparatus
101 discriminates whether or not the authentication token has
been described in the HTTP expansion information tag
included in the pull printing request (YES in S1703 in FIG.
16, S1704). If the authentication token is not described in the
HTTP expansion information tag (NO in S1704) and the
authentication token has been stored in the HTTP header
management table 406 (YES in S1711), the image forming
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apparatus 101 transmits the response to the pull printing
request (S1706). Therefore, according to the print system of
the embodiment, it is not always necessary that the print
server 123 transmits the authentication token every time.
Even if the image forming apparatus 101 deleted the authen-
tication token or the like, the authentication token can be
obtained by requesting the authentication token to the print
server 123.

Third Embodiment

In the third embodiment, the print server 123 forms the pull
printing request including the token information and trans-
mits JavaScript to the client computer 102 as a response to the
print request. The pull printing request including the token
information is included in JavaScript. By executing JavaS-
cript, the client computer 102 transmits the pull printing
request to the image forming apparatus 101. A description of
the third embodiment regarding the same portions as those in
the first embodiment is omitted and only different portions
will be described hereinbelow.

The Web browser unit 501 transmits the pull printing
request including the token information to the image forming
apparatus 101 by executing JavaScript received from the print
server 123. Specifically speaking, the print server 123 forms
the pull printing request including the HT TP expansion infor-
mation in which the token information which was made to
correspond to the user has been described. As an operation
which is peculiar to the embodiment, the Web browser unit
501 executes JavaScript of the response to the print request
which is returned from the print server 123, thereby transmit-
ting the pull printing request formed by the print server 123 to
the image forming apparatus 101. In other words, the print
server 123 forms the print request of the pull printing includ-
ing the token information and returns the response to the print
request to the client computer 102, thereby instructing the
image forming apparatus 101 to transmit the pull printing
request from the client computer 102.

The request responding unit 604 of the print server 123
receives the print request from the Web server unit 601. The
request responding unit 604 functions as a print request
responding unit for returning the response to the print request
to the client computer 102 through the network 121. The
response to the print request includes JavaScript for allowing
the client computer 102 to transmit the print job forming
request and the pull printing request. In the response to the
print request, the authentication token corresponding to the
user of the client computer 102 of the transmitting source of
the print request and the information showing the print data
corresponding to the print request are included in the HTTP
expansion information. JavaScript is a script for allowing the
client computer 102 to transmit the pull printing request. The
client computer 102 executes JavaScript included in the
response to the print request, thereby transmitting the pull
printing request including the authentication token as its
HTTP expansion information to the image forming apparatus
101 through the network 106.

FIG. 7 is a sequence diagram for describing the print pro-
cess in the third embodiment.

The Web browser unit 501 of the client computer 102
transmits the print request of the document to the print server
123 (step S901). The print control unit 603 of the print server
123 forms the print job corresponding to the image forming
apparatus 101 which is designated by the print request and
temporarily stores into the storing unit.

Subsequently, the request responding unit 604 of the print
server 123 transmits a response to the print request to the
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client computer 102 (step S902). The response to the print
request includes JavaScript for allowing the client computer
102 to transmit the print job forming request and the pull
printing request. The response to the print request also
includes the authentication token corresponding to the user of
the client computer 102. The response to the print request also
includes the URL of the print job formed in step S901.

The Web browser unit 501 of the client computer 102
executes received JavaScript. Thus, for example, the print job
forming request illustrated in FIG. 8A and the pull printing
request illustrated in FIG. 8C are transmitted. The Web
browser unit 501 transmits the print job forming request to the
image forming apparatus 101 (step S903).

Subsequently, the print request receiving unit 401 of the
image forming apparatus 101 receives the print job forming
request. The print job obtaining unit 402 forms JobID corre-
sponding to the print job formed by the print server 123 in step
S901. The print job obtaining unit 402 transmits, for example,
the response to the print job forming request illustrated in
FIG. 8B to the client computer 102 (step S904). The response
to the print job forming request includes formed JobID men-
tioned above. The client computer 102 which received the
response to the print job forming request makes the print job
formed in S901, that is, the print job corresponding to the
URL included in the response to the print request in S902
correspond to JobID included in the response to the print job
forming request.

Subsequently, the client computer 102 redirects the
received response to the print job forming request and trans-
mits to the print server 123 (step S905).

The Web browser unit 501 of the client computer 102
transmits the pull printing request illustrated in FIG. 8C men-
tioned above to the image forming apparatus 101 (step S906).
The pull printing request is a request for requesting the image
forming apparatus 101 to perform the print job obtaining
request to the print server 123. By the transmission of the pull
printing request, the print server 123 can notify the image
forming apparatus 101 of the URL of the print job through the
client computer 102.

The pull printing request includes the HTTP expansion
information. The HTTP expansion information includes the
authentication token corresponding to the user of the client
computer 102. Thus, the authentication token is transmitted
from the print server 123 to the image forming apparatus 101
through the client computer 102.

Since processes in step S907 and subsequent steps are
similar to the processes described with reference to FIG. 7,
their description is omitted here.

Other Embodiments

Aspects of the present invention can also be realized by a
computer of a system or apparatus (or devices such as a CPU
or MPU) that reads out and executes a program recorded on a
memory device to perform the functions of the above-de-
scribed embodiment(s), and by a method, the steps of which
are performed by a computer of a system or apparatus by, for
example, reading out and executing a program recorded on a
memory device to perform the functions of the above-de-
scribed embodiment(s). For this purpose, the program is pro-
vided to the computer for example via a network or from a
recording medium of various types serving as the memory
device (e.g., computer-readable medium).

While the present invention has been described with refer-
ence to exemplary embodiments, it is to be understood that
the invention is not limited to the disclosed exemplary
embodiments. The scope of the following claims is to be
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accorded the broadest interpretation so as to encompass all
such modifications and equivalent structures and functions.
This application claims the benefit of Japanese Patent
Application No. 2011-129251, filed Jun. 9, 2011, which is
hereby incorporated by reference herein in its entirety.

What is claimed is:

1. A print system comprising a server apparatus for pro-
viding a print service, a user apparatus and a printer for
printing a document,

wherein the server apparatus comprises a command trans-
mitting unit configured to transmit a command to the
user apparatus, the command commanding the user
apparatus to send to the printer a print request for pull
printing including authorized information used for an
authorizing process at the time of receiving the print
service,

wherein the user apparatus comprises an instruction unit
which instructs the print request for pull printing includ-
ing the authorized information to the printer by receiving
the command which is script format executable on a Web
browser from the command transmitting unit of the
server and executing the command on the Web browser,

wherein the printer comprises:

a request transmitting unit configured to transmit, in accor-
dance with the instruction issued from the instruction
unit of the user apparatus, the authorized information
and a document obtaining request to the server appara-
tus, wherein, when the authorized information is not
received with the instruction issued from the instruction
unit, the printer transmits a failure response to the print
request for pull printing to the user apparatus, and

wherein the server apparatus executes the authorizing pro-
cess on the basis of the authorized information transmit-
ted by the request transmitting unit of the printer without
requesting a user to input authentication information,
and wherein, based on authorization in the authorizing
process, the server apparatus transmits a requested docu-
ment to the printer in response to the document obtain-
ing request transmitted by the request transmitting unit.

2. The system according to claim 1, wherein the print
request for pull printing has a format in which a print request
format for WSD (Web Service on Device) pull printing is
expanded so as to include the authorized information.

3. A server apparatus for providing a print service, com-
prising:

a command transmitting unit configured to transmit a com-
mand to a user apparatus, the command commanding the
user apparatus to send to a printer a print request for pull
printing, including authorized information used for an
authorizing process at the time of receiving the print
service; and

a receiving unit configured to receive authorized informa-
tion and a document obtaining request from the printer,

wherein the user apparatus comprises an instruction unit
which instructs the print request for pull printing includ-
ing authorized information to the printer by receiving the
command which is script format executable on a Web
browser from the command transmitting unit of the
server apparatus and executing the command on the Web
browser,

wherein the printer transmits, in accordance with the
instruction issued from the instruction unit of the user
apparatus, the authorized information and the document
obtaining request to the server apparatus, wherein, when
the authorized information is not received with the
instruction issued by the instruction unit, the printer
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transmits a failure response to the print request for pull
printing to the user apparatus, and

wherein the server apparatus executes the authorizing pro-

cess on the basis of the authorized information transmit-
ted from the printer without requesting a user to input
authentication information, and wherein, based on
authorization in the authorizing process, the server appa-
ratus transmits a requested document to the printer in
response to the document obtaining request transmitted
from the printer.

4. A printer which can communicate with a server appara-
tus for providing a print service and a user apparatus, the
printer comprising:

arequest transmitting unit configured to transmit, in accor-

dance with an instruction issued from the user apparatus,
authorized information and a document obtaining
request to the server apparatus, wherein the user appa-
ratus instructs a print request for pull printing including
the authorized information to the printer by receiving a
command which is script format executable on a Web
browser from the server apparatus and executing the
command on the Web browser, the authorized informa-
tion being used for an authorizing process at the time of
receiving the print service; and

a print unit configured to print a document,

wherein, when the authorized information is not received

with the instruction issued by the user apparatus, the
printer transmits a failure response to the print request
for pull printing to the user apparatus, and

wherein the server apparatus executes the authorizing pro-

cess on the basis of the authorized information transmit-
ted by the request transmitting unit without requesting a
user to input authentication information, and wherein,
based on authorization in the authorizing process, the
server apparatus transmits the document to the printer in
response to the document obtaining request transmitted
by the request transmitting unit.

5. A method for controlling a print system comprising a
server apparatus for providing a print service, auser apparatus
and a printer for printing a document, the method comprising:

transmitting, from the server apparatus, a command to the

user apparatus, the command commanding the user
apparatus to send to the printer a print request for pull
printing including authorized information used for an
authorizing process at the time of receiving the print
service;

receiving, at the user apparatus, the command which is

script format executable on a Web browser, from the
server apparatus;
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instructing, at the user apparatus, the print request for pull
printing including the authorized information to the
printer by executing the command on the Web browser;

transmitting, from the printer, in accordance with the
instruction issued from the user apparatus, the autho-
rized information and a document obtaining request to
the server apparatus, wherein, when the authorized
information is not received with the instruction, the
printer transmits a failure response to the print request
for pull printing to the user apparatus, and wherein the
server apparatus executes the authorizing process on the
basis of the transmitted authorized information without
requesting a user to input authentication information;
and

transmitting, from the server apparatus, based on authori-

zation in the authorizing process, a requested document
to the printer in response to the transmitted document
obtaining request.

6. A non-transitory computer-readable storage medium
storing a computer-executable program for causing a com-
puter to execute a method carried out in a printer which can
communicate with a server apparatus for providing a print
service and a user apparatus, the method comprising:

transmitting, in accordance with an instruction issued from

the user apparatus, authorized information and a docu-
ment obtaining request to the server apparatus; wherein
the user apparatus instructs a print request for pull print-
ing including the authorized information to the printer
by receiving a command which is script format execut-
able on a Web browser from the server apparatus and
executing the command on the Web browser, the autho-
rized information being used for an authorizing process
at the time of receiving the print service; and

printing a document,

wherein, when the authorized information is not received

with the instruction issued from the user apparatus, the
printer transmits a failure response to the print request
for pull printing to the user apparatus, and

wherein the server apparatus executes the authorizing pro-

cess on the basis of the transmitted authorized informa-
tion without requesting a user to input authentication
information, and wherein, based on authorization in the
authorizing process, the server apparatus transmits the
document to the printer in response to the transmitted
document obtaining request.

7. A non-transitory computer-readable storage medium
storing a computer-executable program for causing a com-
puter to execute the method according to claim 5.
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